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Abstract—Due to an explosive growing demand for higher data rates that have led to the 5th generation of mobile networks, Network Coding-enabled mobile small cells are observed as a promising technology for 5G networks that can cover the urban landscape by being set up on-demand at any place, and at any time on any device. Despite the benefits of network coding technology on these networks, pollution attacks should be addressed before network coding technology reaches its full potential in 5G mobile small cells. In this paper, we have proposed an intrusion detection and prevention scheme which is able not only to detect and prevent pollution attacks but also to detect the exact location of adversary nodes which are the source of pollution attacks.

Index Terms—Network Coding, pollution attacks, IDPS, locating attacks, 5G

I. INTRODUCTION

Currently, in 5G mobile networks, the main focus has been on supporting excellent coverage and acceptable throughput for their communication [1]–[5]. In this regard, small cells technology not only tries to extend the coverage of the networks but also increase bandwidth and decrease latency. The small cells technology (see Fig. 1) is one of the significant 5G enablers for effective delivery of ubiquitous 5G services in an energy-efficient and cost-effective manner. Small cell is a new concept which will provide Device to Device (D2D) communication between mobile devices beside communication between small cells and macro-cell to extend the coverage [6], [7].

Due to power consumption, packet loss and low communication bandwidth, NC can be a promising solution for increasing the throughput and improving the performance of the wireless network in mobile small cells [8], [9]. NC was proposed for the first time by Ahlswede et al. [10]. In NC, when the intermediate node receives packets from its parents, it will combine them and send to its children unlike “store and forward” approach which receives and simply forwards them [11]. However, due to combining packets, network coding-enabled networks are vulnerable to pollution attacks [12], [13].

Although several mechanisms against pollution attacks [12], [14]–[16] have been proposed, few research studies have been proposed in order to detect the attackers location [16]–[18]. In this paper, we propose an intrusion detection and prevention scheme (IDPS) which is able not only to detect and prevent pollution attacks, but also to detect the exact location of the adversary node. The proposed IDPS is based on the Null Space MAC approach, as it was presented in [12], in order to detect pollution attacks and adversary node location. Specifically, the adversary node locating takes place at the Hotspot node of each mobile small cell. To facilitate the adversary node locationing process, we have considered that the Hotspot node keeps a number of shared keys which have also been distributed between the source node and all the intermediate nodes in advance.

This paper is organized as follows: section II introduces the related works. Our IDPS scheme is proposed in section III. Finally, section IV concludes the paper.

II. RELATED WORK

This section has considered three parts: 1) Secure network coding 2) The pollution attack resistance mechanisms and 3) locating schemes for adversary’s location detection;

A. Secure network coding

By using the network coding protocol, several security attacks, including eavesdropping attacks and pollution attacks,
in network coding (NC)-enabled wireless networks have appeared recently. In this context, a lot of effort has been placed on secure NC schemes against these types of attacks.

Several schemes against eavesdropping attacks have been proposed in [19] and [20]. For instance, Cai et al. proposed a scheme that makes a combination of linear codes of original message in a form that an eavesdropper cannot obtain any information about the transmitted messages. In addition, Zhang et al. have defined the external and internal eavesdroppers. Their proposed scheme provides security against these two external and internal eavesdroppers in RLNC-enabled networks [20].

Furthermore, there are many secure NC schemes against pollution attacks. A security hashing scheme, based on homomorphic functions, proposed by Krohn et al. in [21], where the generated hashes are responsible to validate blocks of rate-less codes. Moreover, a cooperative scheme where legitimate nodes cooperate to protect themselves against adversary nodes is presented in [22]. In this scheme, the cooperation between the nodes enable them to detect and verify malicious nodes. Finally, Ho et al. proposed an approach for detecting Byzantine attacks in multicast RLNC-enabled networks in [23]. More precisely, the proposed approach, first tries to calculate a polynomial function of the data symbols (hash). Then, it augments each source packet with a flexible number of hash symbols calculated earlier.

**B. Pollution Attacks**

Pollution attacks can be launched by either an external adversary or an internal adversary (i.e. byzantine modification attacks). In the case of an external adversary, the adversary injects corrupted packets into the network in order to corrupt other coded packets and disrupts the routing operation. However, the adversary in byzantine modification attack aims to make some changes (i.e., invalid coding operations) to data in transit and threat the integrity of the packets in the networks [13], [24], [25]. Both these types can be considered as data pollution attacks and tag pollution attacks. The main target of an adversary in data pollution attacks is to modify (i.e., corrupt) the transmitted data packet. On the other hand, in tag pollution attack, the adversary aims to modify the tags appended to the end of data packets.

**C. Locating Attackers**

The main problem for detecting the exact location of an attacker is that the attacker can deceive about the received data flow. As shown in Fig. 2, node C is an adversary. In scenario 1, we consider that the attacker deceives about its incoming packet. However, in scenario 2, the attacker does not deceive.

A few research works have been presented in order to detect the adversary location. In the scheme presented by Jafarisiavoshani et al. in [17], each intermediate node should report the packets which have been received from their parents to the controller. Afterward, the controller checks the received packet with source’s subspace; if it does not belong to the source packets space, it might be a polluted packet. In this case, controller considers the parent node as an adversary. Le et al.
proposed the SpaceMac mechanism [16] which can compare received packet with space belonging to the intermediate’s parent space. The proposed SpaceMac scheme has a significant overhead for the controller which is similar to the overhead of Jafarisiavoshani’s scheme.

III. IDPS Scheme

In this section, we first describe our detection and prevention scheme in order to protect our network model (shown in Fig. 3) against pollution attack in Network Coding-enabled mobile small cells. In addition, we propose a locating scheme which can detect the exact location of adversary nodes which are the source of pollution attacks. The detection and locating schemes of the proposed IDPS scheme are based on Null Space homomorphic MAC scheme [12].

A. Detection Scheme

Following our assumption in our previous work in [12], the source node divides message packets into generations and each generation consist of m messages packets denoted as $v_1, v_2, ..., v_n$. We assume that each packet $v_i$ is represented as a vector of n symbols (e.g., $v_{i,1}, v_{i,2}, ..., v_{i,n}$) each symbol stands in the finite field $\mathbb{F}_p$. Therefore, the source node generates an expanded packet $v_i$ represented as follows:

$$v_i = (0, \ldots, 0, 1, 0, \ldots, 0, v_{i,1}, \ldots, v_{i,n}) \in \mathbb{F}_p^{m+n}$$ (1)

Then, the source node sends $v_i$ to the next intermediate nodes. Each intermediate node receive the coded packets and create a new coded packet $v_{i,j}$ and send it to its neighbour nodes. Our proposed IDPS scheme assumed that the source node generates L tags based on null space properties [26]. We define the following four steps:

1) Key Distribution to Source Node: A Key Distribution Center (KDC) distributes $D_1, D_2, ..., D_L$ to the source node. Each of them is represented in the finite field $\mathbb{F}_p^{m+n+L}$.

2) Tag generation: The source node $S$ uses the L key vectors $D_1, D_2, ..., D_L$ to produce L tags for each coded packet including of $m+n$ symbols. In next figures, we show these tagged as $t_{SN}$, (see Fig. 4). These L tags $(t_1, t_2, ..., t_L)$ are calculated according to the following formula:

$$\left[ \begin{array}{cccc} D_{1,1} & ... & D_{1,m+n} \\ ... & ... & ... \\ D_{L,1} & ... & D_{L,m+n} & L*(m+n) \end{array} \right] \times \left[ \begin{array}{c} v_{1,1} \\ v_{1,2} \\ \vdots \\ v_{1,m+n} & (m+n)+1 \end{array} \right] + \left[ \begin{array}{c} t_1 \\ t_2 \\ \vdots \\ t_L & L+1 \end{array} \right] = 0$$ (2)

Afterwards, the source node adds the L tags which calculated by equation 2 to the end of the coded packet $v_i$, which is created by prefixing the native packet $v_i$ with L coefficients. For simplicity, we show $t_1, t_2, ..., t_L$ with $t_{SN}$ in the rest of the paper.

3) Swapping: To avoid tag pollution attacks, the L tag symbols of the coded packet $v_i$ are swapped with only $n$ symbols of the coded packet $v_i$. We should mention that destination nodes can decode correctly due to that the coefficients of the coded packet do not participate in the swapping process. Particularly, the swapping process is based on a secret value $SV$ (i.e., positive integer) that plays the role of the swapping vector. The KDC generate the secret value through a pseudorandom function randomly. The source node and all destination nodes know the secret value. However, it is unknown to the intermediate nodes. The result of this swapping process is a swapped coded packet $v_i$, where the L tags symbols are mixed with the $n$ symbols of the coded packet $v_i$. Each swapped coded packet is represented as follows:

$$v_i = Swap(v_i)_{SV}$$ (3)

It is clear that, an inverse swapping is required before RLNC-decoding at the destination nodes to obtain the native packet.

4) Key Distribution to Intermediate and Destination Nodes: The KDC, based on the swapping vector $SV$ mentioned in the swapping step, generates new key vectors $D'_1, D'_2, ..., D'_L$ More precisely, each key vectors is represented as follows:

$$D'_i = Swap(D_i)_{SV}$$ (4)

Our proposed IDPS mechanism follows the key distribution model proposed in [27] which is based on the cover free set systems. Due to the orthogonality of the swapped coded packet and each swapped key vector, we have also assumed only one
key vector is required to be assigned by the KDC to each intermediate and destination node.

5) Verification: The following formula verifies if a key vector, \( \mathcal{D}_i \), is orthogonal to a swapped coded packet \( \mathcal{v}_i \):

\[
\delta = \text{Swap}(\mathcal{D}_i)_{SV} \ast \text{Swap}(\mathcal{v}_i)_{SV} = \sum_{j=1}^{m+n+L} \mathcal{D}_{i,j}^\prime \ast \mathcal{v}_{i,j} \tag{5}
\]

If \( \delta = 0 \), then our proposed IDPS accepts the swapped coded packet \( \mathcal{v}_i \) and sends it to the next nodes. Otherwise, we discard it.

6) Correctness: The correctness of our IDPS mechanism is proved by contradiction theorem. In this regards, we assume that the proposed scheme is not correct. If this is true, through the verification step, we should have that \( \delta \neq 0 \). We consider a coded packet \( y^i = (y_1, \ldots, y_{m+n}) \) and L key vectors \( \mathcal{D} = (\mathcal{D}_1, \ldots, \mathcal{D}_L) \), to generate \( L \) tags \( t^i = (t_1^i, \ldots, t_L^i) \) based on Equation 2. According to Equation 5 and by considering \( SV = 1 \), we have the following:

\[
\text{Swap}(\mathcal{D})_{SV} \ast \text{Swap}(y^T)_{SV} = \left[ \begin{array}{cc} \mathcal{D}_{1,1} & \ldots \mathcal{D}_{1,m+n+1} \ldots \mathcal{D}_{1,m+n+L} \\ \vdots & \ddots & \vdots \\ \mathcal{D}_{L,1} & \ldots \mathcal{D}_{L,m+n+1} \ldots \mathcal{D}_{L,m+n+L} \end{array} \right] \ast \\
\left[ \begin{array}{c} y^1 \\ \vdots \\ y^L \\ t_{1,L} \\ \vdots \\ t_{L,L} \end{array} \right]
\]

\[
= \left[ \begin{array}{c} \mathcal{D}_{1,1} \ast y^1 + \ldots \mathcal{D}_{1,m+n+L} \ast t^L_{1,1} \\ \vdots \\ \mathcal{D}_{L,1} \ast y^L + \ldots \mathcal{D}_{L,m+n+L} \ast t^L_{L,L} \end{array} \right] \tag{6}
\]

However, the vector \( y^T = [y_1, \ldots, y_{m+n}, t_1^i, \ldots, t_L^i] \) is orthogonal to each of the \( L \) key vectors according to Equation 8. Thus, we have the following:

\[
D \ast y^T = \left[ \begin{array}{cc} \mathcal{D}_{1,1} & \ldots \mathcal{D}_{1,m+n+L} \\ \vdots & \ddots & \vdots \\ \mathcal{D}_{L,1} & \ldots \mathcal{D}_{L,m+n+L} \end{array} \right] \ast \\
\left[ \begin{array}{c} y^1 \\ \vdots \\ y^L \\ t_{1,L} \\ \vdots \\ t_{L,L} \end{array} \right] = \\
\left[ \begin{array}{c} \mathcal{D}_{1,1} \ast y^1 + \ldots \mathcal{D}_{1,m+n+L} \ast t^L_{1,1} \\ \vdots \\ \mathcal{D}_{L,1} \ast y^L + \ldots \mathcal{D}_{L,m+n+L} \ast t^L_{L,L} \end{array} \right] \tag{7}
\]

By comparison Equations 6 and 7, it is obvious that \( \delta = 0 \). However, this contradicts the original assumption that \( \delta \neq 0 \). Therefore, the proposed construction is correct.

B. Locating Scheme

The main requirement for detecting the exact location of adversaries is to prevent nodes from deceiving Hotspot [16]. We have considered an extra tag to each packet for verifying each intermediate node by Hotspot. In order to calculate the proper tag, we use the following equation:

\[
\begin{bmatrix}
\mathcal{D}'_{1,1} & \ldots & \mathcal{D}'_{1,m+n} & \ldots & \mathcal{D}'_{1,m+n+L} \\
\vdots & \ddots & \vdots & \ddots & \vdots \\
\mathcal{D}'_{L,1} & \ldots & \mathcal{D}'_{L,m+n} & \ldots & \mathcal{D}'_{L,m+n+L+1} \\
\end{bmatrix}_{1 \ast (m+n+L+1)} \\
\ast \\
\begin{bmatrix}
\mathcal{v}_{i,1} \\
\vdots \\
\mathcal{v}_{i,m+n} \\
\vdots \\
\mathcal{v}_{i,m+n+L+1} \\
\end{bmatrix} + \\
\begin{bmatrix}
t_{1} \\
\vdots \\
t_{L} \\
\end{bmatrix}_{(m+n+L+1) \ast 1} \\
\tag{8}
\]

where \( \mathcal{D}' = (\mathcal{D}'_{1,1}, \ldots, \mathcal{D}'_{1,m+n+L+1}) \) is the pre-shared key distributed by the KDC to the intermediate nodes and Hotspot, and \( t_i \) is the proper calculated tag. This tag has been added to each packet in order to allow Hotspot to detect the source of the pollution (see Fig. 5).

Our scheme includes two parts (see Fig. 6): i) when an intermediate node receives a packet, it should check the validity of the received packet based on the detection scheme presented in the previous section. If any pollution is detected, then the intermediate nodes reports the result to Hotspot. ii) When an intermediate node is going to send a coded packet to the next node, it should firstly create a tag \( t_i \) signed by the shared secret key \( (\mathcal{D}'_{i}) \) between the intermediate node and Hotspot. Then, the signed tag is appended to the coded packet, and the new packet is sent to the next node and Hotspot.

We have considered the following two scenarios to present how the proposed IDPS is able to detect the adversary:

- Scenario 1- An adversary node between 2 normal nodes. A is a normal node and B is an adversary who has two options to report to Hotspot:

Fig. 5. Generated tags for each packet in each intermediate node which we named \( t_{SN} \).

Fig. 6. The information which intermediate node should sends to the controller.
"Received a polluted packet from node A": B can either send a polluted packet to the next node (node C) or drop the received packet from A. If node B sends the polluted packet to node C, node C will drop it and reports pollution to the Hotspot. Consequently, Hotspot will detect B as an adversary because it did not drop the polluted packet. If node B drops the received packet from A, it will make another kind of attacks which is beyond the scope of this paper (e.g., DoS attack).

"Received a normal packet from node A": like the previous case, B can either send a polluted packet to node C or drop the received packet from A. If node B sends the polluted packet to node C, then node C will drop it and report pollution to Hotspot. Thus, node D (next node) will not report any pollution and Hotspot will detect B as an adversary because C has dropped the polluted packet and behaved like a normal node (see Fig. 7). Otherwise, if node B drops the received packet from A, it will make another kind of attack which is not our target in this paper (e.g., DoS attack).

- Scenario 2- Two or more adversaries in a row. Node A and node B are both adversary nodes. As shown in Fig. 8, node B as an adversary cannot send a valid packet to Hotspot to verify itself, because it has no access to the packet with a valid tag ($t_{SN}$). Therefore, Hotspot detects it as an adversary and blocks it from the network (see Fig. 9). As a result, the current network has one adversary (node A) between two normal nodes, which is similar to the first scenario. Moreover, this scenario is valid for more than two attackers in a row when the attackers (who are in a row) could not verify themselves to the Hotspot. In this case, they will be blocked from access to the network.

IV. CONCLUSION

This paper proposed location-aware IDPS scheme for Network Coding-enabled Mobile Small Cells. The proposed scheme is able not only to detect and prevent pollution attacks, but also to detect the exact location of adversary source. This gives us the opportunity to block attackers from having access to the network and making pollution. As a future work, we plan to extend the proposed IDPS into a collaborative IDPS that will not only allow the detection of the source(s) of the pollution attacks but also, protect network-coding enabled mobile small cells from depletion of their resources (e.g. CPU power, memory and battery level), when exposed to these attacks.
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